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A B S T R A C T

Background: Medical consultations are often critical meetings between patients and health personnel to provide treatment, health-management advice, and exchange of information, especially for people living with chronic diseases. The adoption of patient-operated Information and Communication Technologies (ICTs) allows the patients to actively participate in their consultation and treatment. The consultation can be divided into three different phases: before, during, and after the meeting. The difference is identified by the activities in preparation (before), the meeting, conducted either physically or in other forms of non-face-to-face interaction (during), and the follow-up activities after the meeting (after). Consultations can be supported by various ICT-based interventions, often referred to as eHealth, mHealth, telehealth, or telemedicine. Nevertheless, the use of ICTs in healthcare settings is often accompanied by security and privacy challenges due to the sensitive nature of health information and the regulatory requirements associated with storing and processing sensitive information.

Objective: This scoping review aims to map the existing knowledge and identify gaps in research about ICT-based interventions for chronic diseases consultations. The review objective is guided by three research questions: (1) which ICTs are used by people with chronic diseases, health personnel, and others before, during, and after consultations; (2) which type of information is managed by these ICTs; and (3) how are security and privacy issues addressed?

Methods: We performed a literature search in ACM, IEEE, PubMed, Scopus, and Web of Science and included primary studies published between January 2015 and June 2020 that used ICT before, during, and/or after a consultation for chronic diseases. This review presents and discusses the findings from the included publications structured around the three research questions.

Results: Twenty-four studies met the inclusion criteria. Only five studies reported the use of ICTs in all three phases: before, during, and after consultations. The main ICTs identified were smartphone applications, web-based portals, cloud-based infrastructures, and electronic health record systems. Different devices like sensors and wearable devices were used in 23 studies to gather diverse information. Regarding the type of information managed by these ICTs, we identified nine categories: physiological data, treatment information, medical history, consultation media like images or videos, laboratory results, reminders, lifestyle parameters, symptoms, and patient identification. Security issues were addressed in 20 studies, while only eight of the included studies addressed privacy issues.

Conclusions: This scoping review highlights the potential for a new model of consultation for patients with chronic diseases. Furthermore, it emphasizes the possibilities for consultations besides physical and remote meetings.

Abbreviations: COVID-19, coronavirus disease; EHR, electronic health record; FHIR, Fast Healthcare Interoperability Resources; GDPR, General Data Protection Regulation; HIPPA, Health Insurance Portability and Accountability Act; ICD-11, International Classification of Diseases version 11; ICT, information and communication technology; ICTs, information and communication technologies; IoT, Internet of Things; PHR, personal health record; PRISMA-ScR, PRISMA extension for Scoping review; PRISMA, Preferred Reporting Items for Systematic Reviews and Meta-Analyses; PROMs, patient-reported outcome measures; SMS, short messaging service; SSL, Secure Sockets Layer; WHO, World Health Organization.
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1. Introduction

1.1. Chronic diseases consultation

Chronic diseases include non-communicable diseases like diabetes, heart diseases, depression, and communicable diseases like AIDS and Tuberculosis. Long-term management, possibly lifelong, ongoing medical attention, and symptom management characterize chronic diseases [1]. Being diagnosed with a chronic disease represents a life-long change in patients’ lives, which and potentially affects others such as parents, spouses, and informal caregivers [2,3].

Patients with chronic diseases require self-management, namely coping with their conditions in their daily lives [4], including various activities such as medication routine, physical or occupational therapy, diet, and exercise [5]. Supporting patients to self-manage is essential to limit the burden of many chronic diseases [6], and therefore self-management of diseases is often discussed during medical consultations. A medical consultation is a two-way interaction between a patient and the health personnel, where better communication leads to better clinical outcomes [7]. These consultations are periodical [8] and an opportunity to clarify patients’ understanding of the disease [9] and the different self-management activities to perform [5].

Chronic diseases are often complex, and consultations with health personnel based on missing, incomplete, or inaccurate information may result in a lower quality of care and a higher risk of medical errors [10]. For example, written information shared during or after the consultations is perceived as difficult to access by patients with impaired reading ability. Consequently, patients might not get the information and advice they need [11]. Furthermore, patients’ lack of information and inadequate follow-up can lead to depression and unhealthy lifestyle changes [12].

1.2. Information and communication Technology-based interventions

Chronic disease consultations can be based on interventions supported by various Information and Communication Technologies (ICTs), like eHealth [13], mHealth [14], and telemedicine [15]. Smartphone applications, commercial wearable devices, or the Internet of Things (IoT) also offer patients the opportunity to track, register, and view their self-gathered/reported information [16]. Such tools highlight a potential information flow from patients to health personnel [17] that should be explored.

Including self-gathered data in the medical consultation is possible, however the information collected and processed from wearable sensors and IoT devices introduces additional security and privacy challenges [18–21]. Multiple security and privacy analyses highlighted smartphone applications’ vulnerabilities due to lack of encryption, user profiling or poor standards of privacy policies [22–24]. The sensitive nature of health information requires health systems to guarantee secure storage, access, and processing of personal identifiable information [25] before potentially including them in the medical consultation. Furthermore, few studies do primarily focus on evaluating privacy and security [26].

Different legislations in different regions govern data collection and storage, such as the General Data Protection Regulation (GDPR) in the European Union and European Economic Area (EEA) [27], and the Health Insurance Portability and Accountability Act (HIPPA) in the United States of America (USA). These regulations have been introduced partly because smartphones and wearables are now collecting massive amounts of sensitive information. They provide organizations with guidelines on storing, accessing, and processing sensitive information such as health data. They are also interconnected because GDPR is European Union legislation that has consequences outside the EEA, including the USA.

1.3. Objective

This scoping review aims to map the existing knowledge and identify gaps in research about the use of ICT-based interventions for chronic diseases consultation.

We will operationalize the consultation into three different phases: before, during, and after. Before a consultation includes all the activities performed by ICT prior to the meeting. During a consultation comprises all the activities conducted in a physical meeting or in non-face-to-face interaction via ICT. After a consultation includes all the activities performed using ICT as a follow-up of the medical consultation.

The following research questions were formulated to guide the scoping review:

RQ1. Which ICTs are used by people with chronic diseases, health personnel, and others, before, during, and after consultations?
RQ2. Which type of information is managed by these ICTs?
RQ3. How are security and privacy issues addressed in these ICTs?

2. Materials and methods

2.1. Study design

We chose to perform a scoping review to summarize findings from the literature and identify knowledge gaps [28,29]. A scoping review enables us to discuss the publications regardless of their quality [29,30]. Consequently, the confidence in the evidence and risk of bias of the included articles were not performed.

We followed the Preferred Reporting Items for Systematic Reviews and Meta-Analysis extension for Scoping review (PRISMA-ScR) guidelines [31] to verify the structure and content of this scoping review. The checklist for the reported items can be found in Appendix A, and the protocol for the scoping review is registered in Open Science Framework [32]. Considering the rapid evolution of technologies and the fact that GDPR was adopted in 2016 [27], we considered studies published in the last five years (2015–2020) and before the coronavirus disease (COVID-19) pandemic.

2.2. Data sources and search strategy

We identified relevant published literature by searching in ACM, IEEE, PubMed, Scopus, and Web of Science. We performed a single data search in June 2020 for studies in English published from January 2015. The search strategy utilized in the scoping review is available in Appendix B.

2.3. Inclusion and exclusion criteria

Peer-reviewed articles were included if a primary study used ICT before, during, and/or after a consultation for chronic diseases. Quantitative, qualitative, and mixed-method studies were included to cover all the different adoptions of ICT.

Articles were excluded if they did not include a chronic condition, consultation, and ICT. Additionally, articles were excluded if they used ICT but focused only on the COVID-19 pandemic or on an individual evaluation, for example, medical evaluation, qualitative evaluation, cost...
analysis, or machine learning evaluation. Other exclusion criteria were articles published before 2015, not written in the English language, or not a primary study (e.g., reviews, essays).

2.4. Eligibility and data collection procedure

We proceeded by removing the identified duplicates from the identified publications. Afterward, two passes were done to assess the eligibility of the articles. For the first pass, all titles and abstracts were examined by two independent reviewers (PR and AS). Conflicts were resolved by a third reviewer (EÅ). For the second pass, full texts of the selected articles were extracted and analyzed to confirm their eligibility. Two reviewers (PR and AS) then independently extracted and recorded the data from these articles in an Excel spreadsheet standardized for this review. Incongruences in the extracted data were discussed among all authors.

2.5. Strategy for data synthesis

We synthesized the findings from the included publications, structured around the three research questions. Due to the heterogeneity of the included publications, a large variety of data emerged. We categorized and grouped each intervention by whether real patients used the ICT or not. We cataloged for each chronic condition (e.g., chronic headache, diabetes, hypertension, chronic skin complications) and the corresponding human system (e.g., nervous system, endocrine system, cardiovascular system, skin) based on WHO International Classification of Diseases version 11 (ICD-11) [33]. To address the first research question, information on the specific ICT or devices used, who used it, and when in the consultation it was used (before, during, after) were extracted. To address the second research question, we categorized the type of information managed by these ICTs, and the mode of recording information: automatic versus manual reporting.

Finally, to analyze security and privacy for the included publications, we categorized and grouped each intervention based on the global regions (i.e., Europe, Asia, Oceania, North America, South America, and Africa) and how security and privacy issues were addressed in these studies.

Fig. 1. PRISMA flow diagram of the performed scoping review.
3. Results

3.1. Identified and included studies

The search performed in the five databases resulted in 1888 articles in total. After removing duplicates, 1111 articles were included in the screening process. In the abstract screening, we excluded 1058 articles based on the inclusion and exclusion criteria. In total, 53 articles were eligible for full-text screening. Among these, 29 full-text articles were excluded. Finally, a total of 24 articles [34-57] were included in the scoping review and the PRISMA flow diagram in Fig. 1 summarizes the process.

3.2. Intervention and targeted chronic condition

The 24 included studies were conducted across the globe and distributed as follows: 12 in Europe [34,36-39,41,46,49,53-55,57], five in North America [35,42,45,48,50], two in South America [47,51], two in Asia [40,43], two in Oceania [44,56] and one in Africa [52].

Most of the studies (18/24) included real patients [35,36,38-44,48,51,53-57]. The remaining (6/24) only described the potential use of the developed technologies and how patients may be involved [37,39,45-47]. The chronic conditions and the corresponding human system based on ICD-11 for the 24 included studies are reported in Appendix C.

3.3. Icts identified (RQ1)

This section presents the ICTs identified, who was using them, and when they were used in the consultation (before, during, and/or after).

Each study typically used one or more ICTs in their interventions. The most used ICTs were smartphone applications (17/24) [34,36-38,40-42,44-46,49,50,52-56] and web-based portals (16/24) [34-37,39,40,42,44,45,47,48,51,53,54,56,57].

The smartphone applications were made for both Android and iOS in seven studies [36,38,40,41,44,49,56]. In two studies, the smartphone applications were supported by three mobile operating systems: Android, iOS, and Windows Phone [42,55]. The remaining applications targeted only one operating system, either Android (7/24) [34,37,45,46,52-54] or iOS (1/24) [50].

Furthermore, we identified (7/24) cloud-based infrastructures [42,44,46,48,52,54,55], which were: a Fitbit cloud server and a cloud-based communication platform to send and receive text messages [42], a cloud-based database server to host patient data [44], a cloud-based platform to host and process information coming from IoT devices [46], a commercial third-party-cloud-based caregiver portal [48], an undefined cloud-based infrastructure to host and analyze patients’ sensors data [52], a wearable sensor third-party cloud [54], and a commercial cloud platform to host patients’ smartphone and sensors data [55].

The remaining identified ICTs were: Electronic Health Record (EHR) systems (6/24) [37,40,41,47,53,57], video conferencing tools [39,40], decision support systems [39,40], short message service (SMS) [40,52], one ICT-enabled Kiosk [43] and a personal health record (PHR) system (1/24) [47].

Lastly, the devices used for collecting information were smartphones in 17 of the studies [34,36-38,40-42,44-46,48,49,52-56] and tablets in four studies [39,50,51,57]. The devices used to record symptoms, lifestyle parameters, and physiological data include: blood pressure monitors [35,40,41,46,48], pulse oximeters [35,40,41,48], weight scales [35,40,41,48], glucometers [25,38,46], ECG monitors [40,41], and oxygen saturation sensors [40,53]. Other devices were: wristbands [35,42], an accelerometer [53], an unspecified Bluetooth device [52], an ICT-kiosk embedded with both a blood pressure monitor and scales for height and weight [43] and an unspecified qualified medical Bluetooth device [37].

3.3.1. Use of ICT by patients, health personnel, and others

Both patients and health personnel were ICT users in all 24 studies. Physicians [34,36,40-42,44,47,50,51] and nurses [35,39,41,43,44,48,54] were the most involved health personnel, in nine and seven studies, respectively. Other individuals involved in using the ICTs were researchers [51,55] and family members [40,55]. In particular, there were functions allowing patients to invite their families to participate in self-management of chronic heart failure [40] and for notification regarding the activities of a patient with Parkinson’s disease [55].

3.4. Information managed by identified ICTs (RQ2)

We identified nine categories of information that are gathered, stored, retrieved, processed, analyzed, or transmitted by ICTs. The information was grouped as follows: identification, medical history, laboratory results, treatment, reminders, consultation media, physiological data, lifestyle parameters, and symptoms. The relationship between the defined categories and each study is presented in Fig. 2.

In the subsequent paragraphs, we provide additional details of some of the identified categories.

Identification included demographic characteristics [51,57], patient profiles [34] or phone number [42]. Medical history included clinical diagnosis [40], medical records [52], EHR and PHR information [47], comorbidities [51,57], mental health history [56], clinical records [55], patient history [49] and health status [55,57].

Treatment referred to medications [40,44,51,57], therapy [46], treatment advice [45], care plans [52] and treatment without further explanation [36]. Consultation media included videos [39,40,50], images [45,47,49] or messages [46] shared during a consultation. The physiological data and lifestyle parameters were strongly related to the chronic condition and the devices used in the interventions. The former included a large variety of information, with blood pressure, weight, and oxygen saturation being the most recurring ones. The latter included daily activities such as exercise [56], nutrition [55], and physical activity tracking [37].

We excluded payment information from Fig. 2, which was registered in only one study [47].

3.4.1. Mode of recording information: automatic versus manual reporting

Except for one study [47], the 23 studies included devices for collecting information. We identified 15 studies with ICTs that required manual input to gather information [34,36,38-40,43-46,49,51,53,55-57]. Among these, smartphone applications were the most common ICTs [38,40,44,46,49,53,55]. Web-based portals were used to register information in two studies [36,57], while in three studies, smartphone applications were used together with web-based portals [34,45,56]. Other manual collection methods involved an Android tablet [51], a tablet with an unspecified operating system [39], and an ICT-kiosk [43].

We identified 14 studies [35,37-39,41-43,46,48,52-56] that used wearable devices or sensors to gather information automatically. We found two exceptions where the data collected from devices had to be manually transferred to the system. In one study [40], the patients manually recorded the psychological information (e.g., systolic pressure, pulse, weight) gathered from devices. In the other study [44], patients used personal devices to record their treatment parameters and medications and have to manually reported their values via a smartphone application.

3.5. Security and privacy in the identified ICTs (RQ3)

3.5.1. Security

Twenty studies of the included 24 [34-40,42,44-50,52,54-57] addressed at least one security issue. The remaining four studies did not mention security as an aspect of their system [41,43,51,53], even though they involved real patients. Two of these were based in Europe [41,53], one in South America [51], and one in Asia [43].
One study [52] mentioned the importance of security in mobile healthcare. Four studies [35,49,54,57] discussed compliance with regional regulations without providing any details. Two studies relied on a third party’s assurance of security [34,50]. The former [34] relied on the guarantees of secure data hosting in a trusted data center. The latter [50] relied on Apple FaceTime’s security guarantees.

Password-based authentication was used by seven studies [34,37,40,42,46,47,56] to avoid unauthorized access. Encryption for data transmission is recommended for sensitive data, and many of the reviewed studies mentioned the usage of Secure Sockets Layer (SSL) for security. We found eight studies [36–40,44,48,55] that used SSL to secure their system against unwanted access to the data during transmission. In terms of secure storage, only one study [36] mentioned using encrypted storage of data.

### 3.5.2. Privacy

Only eight studies [34–36,42,47,49,54,57] addressed privacy issues. Many of these stated their compliance with certain regulations such as HIPPA or GDPR without providing any details. Three of the eight studies [35,42,54] claimed to be compliant with HIPPA, one study [57] with GDPR, and one study [49] with privacy norms in Norway.

One study [47] mentioned validating their care model using an expert institutional team, which involved getting legal advice to evaluate possible privacy risks. However, they did not mention if there were any findings. Only two studies [34,36] mentioned design choices that mitigated the privacy risks associated with the patients’ data. Both studies avoided storing any patient identifying information to ensure privacy.

### 4. Discussion

#### 4.1. Principal findings

We identified 24 studies that used various ICTs to support consultations for chronic diseases. Only five studies [40,45,55–57] used ICTs to support all three phases: before, during, and after consultations. We found significant heterogeneity among the ICTs used and chronic diseases. However, smartphone applications and web-based portals were the most used ICTs regardless of the chronic disease. This finding is consistent with the high relevance of smartphone applications for eHealth research, reported by WHO [58]. Overall, the identified ICTs were used mainly by patients and health personnel, predominantly physicians and nurses. Others, such as family members, were participants in only two studies [40,55].

Further, we investigated the types of information managed by these ICTs, including the devices used and the manner of reporting the information. We identified nine categories of information, and physiological data were the most managed information. We found that the ICT-based interventions spanning across all three phases (before, during, and after) were the most complete in terms of information [40,45,55–57].
and allowed a continuous follow-up of patients via reminders and treatment information. Moreover, the devices for gathering information were widespread among patients and widely adopted in the included studies (23/24).

ICTs for chronic disease consultation have potential privacy risks associated with handling health information. They must guarantee that the sensitive information is handled carefully in terms of security and privacy. Many (20/24) of the studies mentioned at least one security issue. However, the focus on privacy issues was found to be limited. Only eight studies mentioned privacy issues.

4.2. ICTs and new information

The traditional ICT-based interventions were teleconsultations, which replaced physical meetings and diversified health personnel practice [59]. In this scoping review, the scope of these interventions was diverse and broad. Fig. 3 displays how the primary ICTs were distributed among the different interventions and consultation phases.

Even though most of the studies used smartphone applications, half supported only one mobile operating system (e.g., Android, iOS). The reason for this is likely due to the additional cost of developing and maintaining native applications for each mobile platform. From a technical perspective, hybrid smartphone application frameworks can be used in most cases to reduce the cost of cross-platform support [60], and we found this approach used in one study [36]. Additionally, studies have shown that the restriction to a unique mobile operating system may impose limitations on patient recruitment and difficulties in generalizing findings [61–63], which generally compromises the adoption of

![Fig. 3. Main ICTs used in the interventions.](image-url)
these interventions in regular practice.

Regarding the use of these ICTs, we have expanded the search to other actors, those who could use them to support the patient’s chronic disease management. There is evidence that patients find sharing information with their family or guardians to be positive [64–66], within certain limits. For example, some chronic conditions such as HIV [36] or mental illness [56] are often seen a stigma or very personal, in which case patients would like to keep their information confidential, as identified in previous reviews [58,67]. Excluding the mentioned studies [36,56], this scoping review found only two studies that involved family members [40,55]. This limited participation of others may represent a limitation in the current ICT-based interventions. Future studies should consider the possibility of including others in the use of ICT for chronic disease consultation, and address the technology-related challenges [68,69].

In considering the information managed by these ICTs, we found an information flow from sensors and wearables into the medical consultations. In this scoping review, we found a significant preference and use of automatically reported information via sensors. Automatically collecting information could alleviate the health personnel and patients’ concerns about data entry errors. These errors can lead to wrong treatment and guidance, especially when an ICT uses treatment and screening algorithms [67]. However, the limited number of EHR systems identified in the review could be motivated by the challenges in integrating physiological data, lifestyle parameters, and/or symptoms recorded via different patient devices or wearables with EHR systems. Future studies should investigate this kind of integration, and the potential for use in medical consultation. There is little research validating wearable activities monitors [70,71]. Interoperability standards, such as Fast Healthcare Interoperability Resources (FHIR) [71], were mentioned in only one study [37], although the use of standardization when dealing with sensor data is found to be beneficial for reducing such risks [72].

4.3. Security and privacy challenges

ICTs have introduced new information and possibilities relevant for chronic diseases consultations. In multiple studies [73–75], researchers have argued that ICTs must identify and address security and privacy issues in the healthcare system. Lack of transparency in ICTs about security and privacy safeguards makes it difficult to ascertain to what extent a patient’s data is stored and processed in a compliant manner. Moreover, failing to protect a patient’s data can result in legal fines [76] and may lead to the non-adoption of new technologies [77].

This scoping review also highlights the need to address the existing privacy and security challenges for chronic disease consultation via new studies. Some ICT interventions relied on third-party systems such as secure cloud-based storage, secure hosting, and secure applications for security guarantees. Even if it is technically possible to rely on third-party systems, researchers must also consider the legal issues around using such solutions. Public cloud services may be restricted by laws that do not allow hosting sensitive medical data outside a country’s physical boundaries. For example, only one out of the 12 included European studies described their systems compliance with the GDPR [57]. As shown by previous studies, these interventions often do not become regular clinical practice due to security and privacy issues [77,78].

4.4. Limitations

Due to the type of review, the publications were included and discussed regardless of their quality.

The search strategy included publications within a short period (2015–2020) because of the rapid development of technologies. The grey literature was not explored, and our search was limited to peer-reviewed research only in English. The search strategy also excluded articles related to the COVID-19 pandemic because we wanted to investigate the consultations outside the unexpected COVID-19 context.

Lastly, we encountered taxonomy problems since this review includes both quantitative and qualitative studies with heterogeneous information. We decided to first use the authors’ definitions when extracting the data and then grouped the information under new or modified definitions. This process might limit the specificity of the presented results. However, it provides a snapshot of recent ICTs used in consultations.

5. Conclusions

This scoping review can serve as a starting point for researchers interested in exploring consultations that are not merely physical or remote meetings (during) but are expanded to include a preparation (before) and a follow-up (after) phase. We discovered a few examples of continuous consultation (before, during, after) and involvement of others such as family members or informal caregivers.

ICT currently supports this new way of doing consultations where patients can gather health information automatically via sensors or manually via mobile devices, before and/or after the consultations. However, the use of sensors and wearable devices produced by third-party companies makes it exceptionally relevant to design secure systems and protect individuals’ privacy.

Our scoping review revealed a narrow focus on security and privacy. Security issues were more likely to be mentioned in the included publications than privacy issues, although, with limited details. Future research should emphasize security and privacy due to the increasing amount of sensitive information gathered outside health care settings to be potentially used in consultations.

Lastly, we have chosen to discard all the literature focusing on the COVID-19 pandemic. As we have seen during the pandemic, restricted access to primary and secondary care has forced health sector to seek alternatives, compared to a normal situation – which has increased the use of ICTs. In the coming years, future studies should verify if the COVID-19 pandemic has permanently affected the way of performing a consultation or not.
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